THE UNITED STATES TAKES CENTER STAGE IN THE INTERNATIONAL FIGHT AGAINST ONLINE PIRACY & COUNTERFEITING

On September 20, 2010, U.S. Senators Patrick Leahy (D–Vermont) and Orrin Hatch (R–Utah) introduced the most far-reaching and comprehensive U.S. legislation to date aimed at modernizing intellectual property rights regulations and combating online piracy and counterfeiting: The Combating Online Infringement and Counterfeits Act (“COICA” or “the Act”). With the recent U.K. adoption of the Digital Economy Act and the French adoption of The Creation and Internet Law, the world has hotly anticipated a U.S. response to online copyright infringement. COICA, the latest effort by Senators Leahy and Hatch to advance intellectual property legislation in the United States, could be a vital part of the eventual U.S. response.


COICA would provide the Justice Department with the tools necessary to monitor and terminate websites that promote or provide access to the unauthorized downloading, streaming, or selling of copyrighted material and counterfeit goods.\(^5\) Such goods include movies, music, software, and pharmaceuticals.\(^6\) Currently, the policing of such “rogue websites,” many of which are foreign-owned and operated, is difficult: The websites are often maintained by vast global piracy networks, and those piracy networks have been tolerated—and sometimes protected—in China, India, Russia, and even Canada.\(^7\)

Intellectual property theft costs the U.S. economy more than $100 billion each year.\(^8\) More than $20 billion of the annual loss is attributable to the piracy of copyrighted movies, music, and other entertainment.\(^9\) Digital media piracy is so prevalent that as few as one in three music CDs and one in twenty music downloads are sold legitimately worldwide.\(^10\) In 2002, between 400,000 and 600,000 movies were illegally downloaded every day.\(^11\)
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COICA would provide U.S. anti-piracy enforcement agencies with increased power to combat websites “dedicated to infringing activities.” The Act would give “teeth to the Justice Department for enforcement by expediting the process for cracking down on websites that are dedicated to making infringing goods and services available.” Specifically, the Act would grant the Attorney General authority to issue temporary restraining orders, preliminary injunctions, or injunctions against websites determined to be “dedicated to infringing activities.”

Moreover, COICA would grant the Attorney General authority to commence an in rem action against a domain name used by an infringing website. COICA would allow such actions to be brought (1) in the United States’s jurisdiction where the domain name registrar or registry is located, or (2) in the District of Columbia for websites registered outside the United States. This latter provision allows the Justice Department to prevent the importation of infringing and counterfeit goods. For example, if a foreign-registered website were participating in infringing activities, the Justice Department would be able to act against third-party Internet service providers (“ISPs”) payment processors and ad network providers—all of which would likely be critical to the infringing websites financial...
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viability—by, among other things, “blocking online access to the rogue [website] or not processing the website’s purchases.”

COICA’s introduction comes in the midst of U.S.-led negotiations for a plurilateral multinational agreement establishing international standards for intellectual property rights enforcement: the Anti-Counterfeiting Trade Agreement (“ACTA”). To date, almost forty countries have agreed to ACTA’s guidelines for reducing online intellectual property theft, e.g. counterfeit goods, generic medicines and copyright infringement. Similar to the COICA, one of ACTA’s major prongs addresses “Intellectual Property Rights Enforcement in the Digital Environment.” Because key U.S. role in drafting ACTA, COICA would effectively provide a mechanism for U.S. enforcement of ACTA’s digital environment prong.

Finally, from the alleged infringer’s prospective, COICA provides safeguards against potential government overreach. Under these safeguards, infringing site operators are granted special provisions for petitioning U.S. courts to lift infringement orders. In addition, the Act only allows the Justice Department to initiate actions against infringing sites; the federal courts have the final say over domain suspension and removal.

The U.S. Chamber of Commerce, the Motion Picture Association of America (“MPAA”), the Recording Industry
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Association of America ("RIAA"), and the Coalition Against Domain Name Abuse ("CADNA") are among the numerous entities that have come out in support of COICA. However, COICA is as vehemently opposed as it is supported; the American Civil Liberties Union ("ACLU"), the Center for Democracy and Technology ("CDT"), Electronic Frontier Foundation ("EFF"), Human Rights Watch, and Reporters sans Frontières (Reporters without Borders) are among the entities that have mounted vigorous campaigns against COICA. In a joint statement, several unions representing workers in the entertainment industry credited COICA as legislation that "[makes] it easier to shut down ‘rogue’ websites, which are dedicated to stealing the films, television programs and music created by our members." These organizations support COICA maintains that it needs strengthening. Id.
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as a new weapon in the fight against “the largely foreign profiteers who operate these sites and rob our members of the ability to make a living from their creativity and labor, prevent funds from reaching their pension and health plans, and endanger their ability to work now and in the future.”

Opposition to COICA has centered on characterizing the Act as censorship. CDT, one of COICA’s opponents, has strongly voiced its concerns over the Act, stating that it “could hamper free speech on the Internet and force Internet intermediaries to become the gatekeepers of the Web.” CDT officials further warned that “once you start asking ISPs to take a new role as enforcers against improper content, it’s hard to see where that stops.” Because the United States is effectively responsible for the Internet’s domain name management system, there are global fears that if COICA passes, the United States will destabilize the current Internet governance system by using “its historic position over the domain name system to censor content.”

In further opposition to the bill, ninety-six engineers who played a role in building the Internet have written a scathing letter urging the Senate to set COICA aside. They argue that:

All censorship schemes impact speech beyond the category they were intended to restrict, but this bill will be particularly egregious in that regard because it causes entire domains to vanish from the Web, not just infringing pages or files. Worse, an incredible range of useful, law-abiding sites can be blacklisted under this bill.
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These sentiments are echoed by numerous public interest and private organizations, especially in the human rights arena.42

COICA represents a bold step toward parity between U.S. and European anti-piracy laws,43 but in passing it, the United States will be forced to balance its international reputation and the rights of its citizens against the rights of intellectual property holders adversely affected by online piracy, infringement, and counterfeiting.
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